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1.2

1.3

1.4

1.5

Preface

Preface
Intended Audience

This document is intended for the following audience:
e Customers

e Partners

Documentation Accessibility

For information about Oracle's commitment to accessibility, visit the Oracle Accessibility Program
website at http://www.oracle.com/pls/topic/lookup?ctx=accandid=docacc.

Access to Oracle Support
Oracle customers have access to electronic support through My Oracle Support. For information,
visit

http://www.oracle.com/pls/topic/lookup?ctx=accandid=info or visit

http://www.oracle.com/pls/topic/lookup?ctx=accandid=trs if you are hearing impaired.

Structure
This manual is organized into the following categories:

Preface gives information on the intended audience. It also describes the overall structure of the
User Manual.

The subsequent chapters describes following details:

e Configuration / Installation.

Related Information Sources

For more information on Oracle Banking Digital Experience Release 19.1.0.0.0, refer to the following
documents:

e Oracle Banking Digital Experience Licensing Guide
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OBDX Servicing Application

OBDX Servicing Application
2.1 Prerequisite

e Download and Install node js as it is required to run npm and cordova commands.

e XCode to be download from Mac App Store.
2.2 Create Project

1. Extract iOS workspace from installer and place in a folder.

2. The workspace by default contains framework for running on devices. Hence to run the
application on simulator, delete and copy the 4 frameworks (OBDXExtensions.framework,
OBDXFramework.framework, OBDXWatchFramework.framework and Cordova.framework)
from installer/simulator to zigbank\platforms\ios directory.

2.3 Adding Ul to workspace
Use any 1 option below

a. Building un built Ul (required in case of customizations)

Extract unbuilt Ul and traverse to OBDX_Installer/installables/ui/channel/_build
folder and perform below steps

Windows —

npm install -g grunt-cli

npm install

set OBDX_IS_GRUNT=true

node render-requirejs/render-requirejs.js mobile
npm install cwebp-bin

Copy "vendor" directory from _build/node_modules/cwebp-bin/ to _build/node_modules/grunt-
cwebp/node_modules/cwebp-bin

grunt --max_old_space_size=5120 grunt mobilebuild --platform=ios && node
component.js && node integrity-generator.js && node listComponents.js

Linux -

sudo npm install -g grunt-cli

sudo npm install

export OBDX_IS_GRUNT=true

node render-requirejs/render-requirejs.js mobile
sudo npm install cwebp-bin

Copy "vendor" directory from _build/node_modules/cwebp-bin/ to _build/node_modules/grunt-
cwebp/node_modules/cwebp-bin

node --max_old_space_size=5120 $(which grunt) mobilebuild --platform=ios &&
node component.js & & node integrity-generator.js && node listComponents.js

b. Using built Ul (out of box shipped with installer)

i. Unzip dist.tar.gz for iOS from OBDX_Mobile\ios\ui and copy
folders(components,extensions,framework,images,json,lzn,home.html|
,partials,resource, index.html, build.fingerprint) to workspace
(platforms/ios/www/)
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OBDX Servicing Application

Delete originations folder inside images (images/originations) and ensure webhelp folder
is not copied.
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2.4 Open project in Xcode

OBDX Servicing Application

Open Xcode by clicking ZigBank.xcodeproj at zigbank/platforms/ios/

1. Adding URLSs to app.plist (ZigBank/Resources)
a. FOR NONOAM (DB Authenticator setup)

SERVER_TYPE

NONOAM

KEY_SERVER_URL

https://mumaa012.in.oracle.com:18443/

WEB_URL

https://mumaa012.in.oracle.com:18443/

b. OAM Setup (Refer to installer pre requisite documents for OAuth configurations)

SERVER_TYPE

OAM

KEY_SERVER_URL

Eg. https://mumaa012.in.oracle.com:18443/
(This URL must be of OHS without webgate)

WEB_URL

Eg. https://mumaa012.in.oracle.com:18443/

RL

KEY_OAUTH_PROVIDER_U

http://mumO00aon.in.oracle.com:14100/oauth2/rest/t
oken

APP_CLIENT_ID

<Base64 of clientid:secret> of Mobile App client

APP_DOMAIN

OBDXMobileAppDomain

WATCH_CLIENT_ID

<Base64 of clientid:secret> of wearables

WATCH_DOMAIN

OBDXWearDomain

SNAPSHOT_CLIENT_ID

<Base64 of clientid:secret> of snapshot

SNAPSHOT_DOMAIN

OBDXSnapshotDomain

LOGIN_SCOPE

OBDXMobileAppResServer.OBDXLoginScope

c. IDCS Setup

SERVER_TYPE

IDCS

KEY_SERVER_URL

Eg. https://mumaa012.in.oracle.com:18443/
(This URL must be of OHS without webgate)

WEB_URL

Eg. https://mumaa012.in.oracle.com:18443/

URL

KEY_OAUTH_PROVIDER_

http://obdx-
tenant01.identity.c9dev0.oc9gadev.com/oauth2/v1/
token
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OBDX Servicing Application

APP_CLIENT_ID <Base64 of clientid:secret> of Mobile App client
WATCH_CLIENT_ID <Base64 of clientid:secret> of wearables
SNAPSHOT_CLIENT_ID <Base64 of clientid:secret> of snapshot
LOGIN_SCOPE obdxLoginScope

OFFLINE_SCOPE urn:opc:idm:__myscopes__ offline_access

d. Common Configurations

CurrencyCode Currency code for Siri Payments

PaymentPurposeRequiredFlag | Payment purpose required for Siri payments

SUITENAME Group identifier for sharing keystore information.
Same as given in app groups (mandatory to be
given same as App Group name)

BankName Name of bank to be shown on touch id / face id
popup

2. Adding chatbot support to mobile application (Optional)

CHATBOT_ID The tenant ID
CHATBOT_URL The web socket URL for the ChatApp application in
IBCS

3. Open constant.s file and in ssl status field enter the value "disabled" and in authenticator field
enter the value "OBDXAuthenticator".

Mobile Application Builder Guide —iOS 8



OBDX Servicing Application

ene » & zigBank ) 7 Generic 08 Device t 5:47 PM {} E @ & 0O = O
BEH2QAMNOC=E=o B B¢ B zigBank t No Selecti < > 0o
Runtime 1 define([],function(){" Identity and Type
e={RTL_LOCALES:

w [x) ZigBank Projact 1 issue - Name | constants.js

[ar", "he", "ku®, *fa", "u

£, "dv®,"ha", "ps", "yi"], imageResourcePath:"
", componentAccessControlEnabl

16, throttleSeconds :5, userSegment: ', currentServerDate snew Type | Default - JavaScript Source [

¥ /. Swift Conversion /
Conversion to Swift & is available Date

(8), timezoneGffset:@, currentEntity: " ", defaultEntity: "0BDX_BU",jsonContext:" ", buildFingerPrint tnull

,enableAxe: 18, obdxAnalytics:{enabled: 18, maxEventThreshold:5, inactivityTimeout:6e5}, bankConfig:null, ssl: .

. : Full Path [Users/adi/Desktop/

{status: "disabled"}, localization:null,pages: {securePage:"/home.html",publicPage: */index Workspace 108/

.html"}, authenticator: "08DXAuthenticator” ,webAnalytics: "piwik"};return Object.seal(e)}); A19.1.0. May/
AthMay/workspace Installer/
zigbankiplatforms/ios www/

Migrate "English Iproi" (Deprecated) frameworkjjs/constants/

ZigBank.xcodepr constants js

Location

v [ ZigBank project 2 issues constants js

¥ 1 Validate Project Settings.

Update 1o recommended settings
ZigBank xcadepro

¥ [\ Localization

Text Settings.

Text Encading | No Explicit Encoding B
Lin B
ndent Using | Spaces
“English.proj" {Deprecated) S g
Cor epro] widths ac 42
Tab Inderns
Ena Internationalization

Wrap lines

Lib.xcodepro]

Migrate
“German.lproj” (Deprecated)
CordovaLlb.xcodepro)

3 g oo o o 3 i /00

4. Adding Bundle Identifiers

Bundle identifiers needs to be added in the Info.plist of each the frameworks along with the Signing
Capabilities tab in Xcode. For example, the bundle identifier used is abc.def.ghi.jkl. The steps to be
followed are,

¢ Right click on OBDXFramework.framework(in Xcode’s Project Navigator) -> Show in Finder

e  When the finder directory opens the right click OBDXFramework.framework -> Show package
contents.

e  Open Info.plist and set Bundle identifier as abc.def.ghi.jkl. OBDXFramework
e Repeat the steps for the other three frameworks as well, with the following values:
» Bundle identifier for Cordova.framework : abc.def.ghi.jkl.Cordova
= Bundle identifier for OBDXExtensions.framework : abc.def.ghi.jkl. OBDXExtensions
= Bundle identifier for OBDXWatchFramework.framework : abc.def.ghi.jkl.
OBDXWatchFramework
2.5 Generating Certificates for Development, Production and Push

Notifications
Create all certificates (by uploading CSR for keychain utility), provisioning profiles and push
certificates as shown below by login in developer console. For development add device UUIDs and

add same to provisioning profiles. Add capabilities as shown below and ensure the bundle identifier
matches the one of the application in Xcode
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OBDX Servicing Application
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Ensure AppGroups capability is added to all profiles and for mobile profile SiriKit, App Groups, Push
Notifications must by added.

Mac Installer Distribution
This certificate is used to sign your app's Installer Package for submission to the Mac App Store.

Developer ID Installer
This certificate is used to sign your app's Installer Package for distribution outside of the Mac App Store.

Developer ID Application
This certificate is used to code sign your app for distribution outside of the Mac App Store.

Services

Apple Push Notification service SSL (Sandbox)

Establish connectivity between your notification server and the Apple Push Notification service sandbox
environment to deliver remote notifications to your app. A separate certificate is required for each app you
develop.

® Apple Push Notification service SSL (Sandbox & Production)
Establish connectivity between your notification server, the Apple Push Netification service sandbox, and
production environments to deliver remote notifications to your app. When utilizing HTTP/2, the same

certificate can be used to deliver app notifications, update ClockKit complication data, and alert
background VolP apps of incoming activity. A separate certificate is required for ach app you distribute.

macO$ Apple Push Notification service SSL (Production)
Establish connectivity between your notification server and the Apple Push Notification service production
environment. A separate certificate is required for each app you distribute

Pass Type ID Certificate
Sign and send updates to passes in Wallet

Website Push ID Certificate
Sign and send updates for Websites

Note the certificate/bundle name

@ Developer
Certificates, Identifiers & Profiles

Certificates Certificates e

Identifiers

NAME TYPE PLATFORM
Devices

com.ofss.digx.obdx.zighank Apple Push Services i0s
Profiles

Note the Team ID from top right corner

Navigate to the “Keys” section and create APNS key
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OBDX Servicing Application

Note APNS key and download the .p8 file. Copy the .p8 to config/resources\mobile

& Developer

Certificates, Identifiers & Profiles

Update the password as shown below —

All Keys

View Key Details

Name
APNSDEV

Key ID
REPLJNGZUS

Enabled Services

NAME

CONFIGURATION

Apple Push Notifications service (APNs)

Sr.No. | Table PROP_ID CATEGORY_l | PROP_ | Purpose
D VALUE
resourc
es/mobi -
DI W elAuth | Uodate the et
1 ﬁf)l\éFlG_A ios_cert_path | DispatchDetails EE)I/:]E Shom_JI d _be relative to
- config directory
6ZU5.p
8
2 DIGX_FW | APNS DispatchDetails | So>" | Provides id of .p8
_CONFIG certificate
ALL_B Eg -
- - RBPLJ
N6ZU5
3 DIGX_FW | APNSKeySt | DispatchDetails | DATAB | Specifies whether to
_CONFIG | ore ASE or | pick certificate
_ALL_B CONN | password from
ECTOR | database or from
connector.  Default
DB (No change)
4 DIGX_FW | Proxy DispatchDetails | <protoc | Provides proxy
_CONFIG ol,proxy | address, if any, to be
_ALL B _addre | provided while
SSs> connecting to APNS
server. Delete row if
proxy not required.
Example:
HTTP,148.50.60.1,8
0
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OBDX Servicing Application

5 DIGX_FW | CERT_TYP | DispatchDetails | For dev | For prod push
_CONFIG | E push certificates this row
_ALL_B certs is not required
add
row
with
value
‘dev’
6 DIGX_FW | APNS _BUN | DispatchDetails | Eg. Bundle Name
_CONFIG | DLE com.ofs
_ALL B s.digx.o
bdx.zig
bank
7 DIGX_FW | APNS_TEA | DispatchDetails | Eg. Team ID of Apple
_CONFIG | MID 3NX19 | developer account
_ALL_B 74C93

If CONNECTOR is selected in Step 2 update certificate id as below

€ ¢ Awn
@ swom O
ORACLE WebLogic Ser

Mobile Application Builder Guide —iOS

13



OBDX Servicing Application

Mobile Application Builder Guide —iOS 14



Archive and Export

3. Archive and Export

a. Inthe Menu bar click on Product -> Archive (Select Generic iOS Device)

<O & ThuIUPM_Q

& Xoods Fle Edt View Find Navigate edtor [ITENEY Debug Source Contrl Window Help
©0® > B @zosnc) [ Oracie Prone? Run *R Archiving ZigBank: Zighank | Compiing asset catalogs

8 < > Bzosno] Profile %1 octon
Analyze 0%B -

Build For
Perform Action >

8uild
Clean rokio
Stop ®. pissecoczangroko

Scheme
Destination >

Create Bot...

b. After archiving has successfully completed. Following popup will appear

Photos - Screen Shot 2019-02-18 at 3.32.47 PM.png

=) Add toa creation @ il § D) R EdtaCee v |2 e

oQ

e

7

c. Click on Distribute App in the right pane of the popup -> select the Method of Distribution -
> Choose Provisioning Profile according to the method of distribution -> select Next ->
Review the contents and click on Export -> Export and generate the .ipa
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Archive and Export
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2 EraeSase marnaionsizton 05 Agp store
ey Oistrbute through the Agp Store. e hop
5 Condoatn 11 s v
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To run the application on simulator copy & replace 3 frameworks (.framework files) from
/simulator to zigbank/platforms/ios/
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4. OBDX Authenticator Application

4.1 Authenticator Ul (Follow any one step below)

4.1.1 Using built Ul

OBDX Authenticator Application

For Non-OAM - Unzip dist.tar.gz directory from OBDX_Patch_Mobile\authenticator\non-oam

For OAM - Unzip dist.tar.gz directory from OBDX_Patch_Mobile\authenticator\oam

4.1.2 Building Ul manually

1. Extract authenticator_ui.tar.gz from OBDX_Patch_Mobile\authenticator\unbuilt_ui.

The folder structure is as shown :

‘o0 @

< 2 = [ =
Favourites

@ AirDrop

£ Recents

:/‘3\- Applications

[ Desktop

[ Documents

0 Downloads
Locations

& iCloud Drive

Android... =

@ Remote Disc
Tags

© Red

Orange

Yellow

android
ios
non-oam
oam
unbuilt_ui

(am]

»
» ' authenticator_ui.tar.gz

>

>

>

authenticator_ui

Q

_build
components
css
framework
images
non-oam
pages
resources

vVVvVVVVVYY

(@) OAM based Authentication

1. Open Terminal at “_build” level.

2. Run following command :

sudo npm install -g grunt-cli

sudo npm install

node render-requirejs/render-requirejs.js

grunt authenticator --verbose

3. After running above commands and getting result as “Done, without errors.” a new folder will
be created at “_build” level with name as “dist”.
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(b) NON-OAM Based Authentication

1. Copy “non-oam/login” folder and Replace it at location “components/modules/” [in ui folder]
location. This will replace existing “login” folder.

avorit Today Previous 7 Days Previous 7 Days Previous 7 Days Previous 7 Days Previous 7 Days
© Downloads mobile » authenticator > android » _build » base-components » authenticator-pin
service > ios » components > modules > hotp

A Aoplicati Previous 7 Days
A Applications I o X ooy . e
{5 Desktop »e, framework B otp
s authentication * images . paysecure-pin
[ Documents chatbot »

s non-oam . totp
2} shubham pages

oud

resources
policies

resource
) Macintosh HD Nscaaks
ui
Remote Disc
Afolder named “login" aiready exists in this lacation. Do you
want to replace it with the one you're copying?
D Biue

® Red

® Gray

Stop Repiace

Green
Orange

All Tags...

Open Terminal at “_build” level.

3. Run following command :
sudo npm install -g grunt-cli
sudo npm install
node render-requirejs/render-requirejs.js

grunt authenticator --verbose

4, After running above commands and getting result as “Done, without errors.” a new folder will
be created at “_build” folder level with name as “dist”.
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= '
, 900 [ _build — -bash — 80x24
5| Running "add-cordova" task

Reading ../ /dist/framework/jz/pages/require-config.js...0K
wWriting ../ /dist/framework/jz/pages/require-config.js...0K

Done, without errors.

Execution Time (2817-87-24 15:84:88 UTC+5:38)
loading tasks 16.2: DI 5%
clean:preBuildCleanUp 1ims 8%
copy:main 6.4 DEDEEEEEE G1%
zassidist 1Zms 8%
htmlmin:min o8ms 8%

fl inlinecss:main 3msz 8%
uglify:updatedBuild 1.7 N B%
string-repla...eplacements 26ms  B%
require ims 8%
requirejs:compile 2.2 N 11%
clean:postBuildCleanUp 151ms QB 1%
authenticator-tasks 7ms 8%
add-cordova 7ms 8%
Total 28.%9s
dhep-in-ofss-18-1868-59-57:_build obdxuser$ I

ece 0 dist

< 2 =flo) = 8 0O S,
Favorites Today Pravious 7 Days Today Today Today

© Downloads 9 mobile » [ authenticator M * B buid . build tet

A Prevous 70ars 9 senvice " w70 T = conoorers :

. css
o > [ android » Provious 7 Days =
B tramework

[ Desktop B authentication N I ios * B components * [ images >

[ Documents chatbot . B css * [ non-oam 2

5} shubham & ob ¥ [ frameworic > I pages

M oud B9 images * [ rescurces >

Devices policies > B9 non-oam =

(5 Macintosh HD 89 resource " I pages

i m i . B resources .

(@) Remote Disc
Tags

® Blue

® Red

® Gray

® Green

Orange
All Tags..
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4.2 Authenticator Application Workspace Setup

1. Unzip and navigate to iOS workspace as shipped in installer.

2. Open the workspace as shown below and find and replace the following generated Ul files

from “ui/dist” folder :
= components
= CSsS
= framework
= images
= pages

= resources

ece www
< = == R K= Q
Favolirites: OBD; 019-05-04 » » 0 platforms > [0 ios cordova » I components
@ i > workspace_installer v simulator > CordovaLib » @ cordova_plugins.js
HDIop » 1 workspace_installer.zip frameworks json cordova-js-src >
& Recents ios.json € cordovajs
e ObdxAuthent...or.framework » css
#; Applications
OBDXSecureAuthenticator  » framework >
(E Desktop OBDXSecure...ator-Info plist images »
8 Documents & oBDXSecure...tor.xcodeproj img
£ OBDXSecure....xcworkspace @ index.html
© pownloads platform www > s
ods-debug.xcconfi ages >
Locations o 9 9 peoe
pods-release.xcconfig plugins
& iCloud Drive resources
[ Android... & task L
@) Remote Disc
Tags
® Red
Orange
Yellow
© Green
@ Blue
PR

3. Double click on OBDXSecureAuthenticator.xccodeproj to open the project in Xcode

Other Sources

ene p &) oBoxsecureauthenticator ) J* Generic i0S Device  DBDX;
BEZQAEG =o B FC B oBoxsecureauthenticator
Key Type
» [ Cordovalib.xcodeproj |  Root
P 4 ObdxAuthenticator framewerk otp_settings String
v . Suging shared_server_url Sting
contia.mi PinnedCertificateName String
> CertificateType String
St shared_oarm_url String
ConnectianTimeout String

I MainViswContrallerh
i MalnViewController.m

MainViewController.xip
. AppDelegate.h

1 AppDelegate.m
¥ Other Sources
app.plist
| OBDXSecureAuth. ticatar-Prefle.pch
v main.m
| Bridging-Header
b Resources
» . Frameworks
» . Products
+ [@Fiter ©E

ator | Build Succeeded | 11/04/19 at 7:40 PM

spp.plist ) No Selection

velue

© Dictionary 3 (6 ftems)

HOTP
hitp:fjmum00chx: 3333
trustedCertificate

eer

5

{} EQ‘ «*
) Do

Identity and Type

0o =2 O

| Mame app.piist
Type Default - Property List XML

Location_Relatve to Group
app.plist -

Full Path [Users{adi/Desktop/SVN/
18.3 Authenticatorfios/
workspace_installer
authenticatorplattorms/ios,
OBDXSecureAuthenticatar
app.plist -]

On Demand Resource Tags

Lecalizatien
Localize.

Target Membership
@ oBDxSecureAuthenticator

Update HOTP or TOTP in above screenshots and update the server URL.
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4. The application can be archived using steps in Section 4.3 for running on device

5. To run the application on simulator, copy & replace the framework from
simulator/ObdxAuthenticator.framework to /authenticator/platforms/ios/
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4.3 Building Authenticator Application

1.

@ Xcode File Edit View Find Navigate Editor [EEeNEg Debug Source Control Window Help

Set the simulator to Generic iOS device. Then go to Product -> Archive.

@ Co 7 )W 95%3) @ Mon5:15PM

®@0® P> W @ ovouutnentcator) 2 Genericiospe  RUN R ing index. » SOl
=
BRAaQaAa @ =8 [& ObdxAutner  Profile ®! <A)>
Analyze %8
¥ (5] ObdxAuthenticator [} Capabilties Resource Tags. info 8uid Settings Build Phases Buid Rules
v () Settings.bundle
PROJECT [ Combined TN S
el B Obcauthenticator] Dl For Py = okx ‘
Root.plist - Perform Action >
v B staging TARGETS @ Obdxauthen
Fr @oscusumenicar|  Buid u8 s
Clean 22K "
» 10w Not
» [& CordovaLib.xcodeproj Yes o
» [ Classes Scheme >
» [} Plugins Destination >
» (1] Other Sources [ <] .
= R Create Bot.
app.pist Debug @executable_path/Frameworks
trustedCertificate.cer Release
54 Images.xcassets
» _ config ¥ Packaging
ObdxAuthenticator-info.plist @ Ovaxauthent
» | Frameworks Info.plist File ObdxAuthenticator/ObdxAuthenticator-Info.plist
» [ Products Product Bundie Identifier com.oraclecorp.internal.obdxauthenticator
» Product Nam 0BDX Secu
¥ Search Paths.
Always Search User Paths Noo
+ )
E »
+ @ OFE A Al Output &

2.

05 Apps
= Oasp

obdx

@ Obdxauthentica...

& Xcode File Edit View

Choose your Archive and then click “Export”.

Find Navigate Editor Product Debug Source Control

v Version

Window Help

Crashes
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.ipa file will be generated

4 96%(3> [ Mon517PM

Archive Information

P ObdxAuthenticator
S| 24-00-2017, 516 PM

vaidate. Export

Details

1000100}
com.oraciecorp.internal.ob.
ype I0S App Archive

Download aSYMs.

Description

tificateSigning
loguest__Reauest
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5. Application Security Configuration

OBDX supports single and multiple certificate pinning as part of application security. This can be
achieved by maintaining below key values in app.plist for both the apps

1. PinnedCertificateName - Certificate name (can be multiple in case of OAM)
2. PinnedUrl — URLSs to be pinned
3. CertificateType — cer/der
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